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User Administration 

 

Introduction 

The Users functions allow administrators to create, edit, delete and search for users in 
Relationship Management. 

Intended audience 

Those administrators responsible for maintaining user accounts at an institution. 
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Creating New Users 

Introduction 

New user accounts are created using the functions available on the Administration tab in 
Relationship Management 

An Example Scenario: 

The Admissions Office has hired several new staff members:  

o An associate director of admissions, who will need full access to Relationship 
Management; 

o An admissions counselor, who will need limited access to the Relationship 
Management; 

o A temporary receptionist, who will need limited access to Relationship 
Management for a limited period of time. 

o A communications specialist, who will create letters, email messages, and 
targeted announcements for use with recruiting efforts. 

o An intern, who will have limited responsibilities related to recruiting and 
admissions activities. 

An administrator with system permissions to create new accounts may be tasked with 
creating these new users in the system.  
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Users view 

From the Administration tab, click Users on the left-hand bar to view the Users screen.  
From this screen, you can create, edit and manage user accounts. 
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Steps 

Steps to create a new user: 

1. Click Users on the Administration Tab to access the Users screen. 

2. In the User Actions toolbar, click New.  The Create New User screen will appear. 

 

3. Enter a login name for the user in the Login field. 

4. Enter a last name for the user in the Last Name field. 

5. Enter a first name for the user in the First Name field.  
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6. Enter an Oracle user name in the Oracle User Name field.  This is not a required 
field and the Oracle user name will need to be provided by your institution’s DBA 
who is responsible for setting up Oracle user names.    
 
The Oracle user name does not have to be the same as the user name entered in 
the Login field. However, this mapping will assure that updates to the Banner 
database permitted in Relationship Management (such as contact information – 
addresses, email, and other recruit related data) will store the Oracle user name 
that is responsible for the update. 

7. Enter an email address for the user in the E-mail field. 

8. Enter a starting password for the user in the New Password field, then repeat it in 
the Confirm Password field. 

9. Enter additional field information as necessary.  Fields marked with a red asterisk 
are required fields. 

10. Click Save to save the new user. 
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Search for a Specific User 

Introduction 

You may use either a standard or advanced search function to search for a desired user. 

Users view 
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Steps 

Steps to search for a specific user: 

1. From the Users screen, enter a desired last name in the Search By Last Name 
field.   

To promote effective system performance, use full last names in all searches to 
minimize time waiting for search results. If you are unsure of the entire last name, 
you can use % or * as a wildcard in searches. For example, if you are unsure as to 
whether the user’s last name is Haskin or Haskins, searching for Haskin* or 
Haskin% would return users with both last names. 

2. Click Go to execute your search. 

 

3. The Users screen should list only users that match your last name criteria. 
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4. Use the Advanced Search function to select attributes with which to search 
for desired users.  You can select one or more attributes and enter values for 
these attributes via the drop-down boxes. 

 

 

5. Select and enter desired attributes and click Go to search for users matching 
them. 

Notes on search methods 

It is best to clear a previously-performed "normal" search before performing an Advanced 
Search.  The Delete ( ) icon will clear a search criteria. 

Clearing searches after usage is recommended in order to keep search criteria from running 
together. 
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Assign Basic Roles to Users 

Overview 

When a user has been created, the account exists but the user would not be able to do 
anything in Relationship Management yet.  This is because the created accounts do not yet 
have any assigned roles or permissions in the system. 

Permissions are associated with roles in Relationship Management.  Each user must be 
associated with a role in order to log in and gain access to the functions they require to 
perform their jobs. 

The permissions of a role will dictate what functionality the user sees when he/she logs in.  
Roles and assignment of roles will be discussed in more detail in a later section, but for now 
some basic roles should be assigned to the users that have been created.. 

Role Assignments view 
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Steps 

Steps to assign a role to a user via the Roles view: 

1. From the Users view, double-click a desired user to open it. 

2. On the left-hand side, click Role Assignments to view roles associated with 
the user.  

3. Click Add Role Assignment ( ) to select a role to 
assign to this user. 

 

4. Select a role from the list to be assigned to this user. 

5. If desired, use the Effective From and Effective To fields to select effective 
dates for this user-role combination. 

6. Click Save to apply the changes. 
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Edit User Accounts 

Steps 

Steps to edit an existing user in the system: 

1. If you are not already there, click Users on the Administration Tab to access 
the Users screen. 

2. Search for the user you need to edit. 

3. Double-click on the user name in the User list to access the user's information. 
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4. Click the Edit icon ( ) to access the Edit User screen for the selected user. 

 

5. Modify the fields as desired.  For instance, in the example above, the 
administrator is about to edit Allison Brown’s E-mail address. 

6. Click Save to save changes to this user's information. 
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Set a User's Password 

Introduction 

An administrator may set or reset a user's password from the Users screen. 

Note:  Not all institutions will want to manage passwords through Recruiting and  
Admissions Relationships itself.  These institutions may choose to authenticate users against 
an external source as part of their identity and access management strategies, in which 
case the steps below would not apply. 

User Overview view 
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Steps 

Steps to set a user's password: 

1. From the Administration tab, click Users to access the Users screen. 

2. Double-click a user from the list to view the user's information. 

3. While viewing the desired user's information, click Set Password.  The Set 
Password screen will appear. 

 

4. Enter the new password for the user in the New Password field and repeat it 
in the Confirm Password field. 

5. Click Save to save the changes. 

Note: If a user wishes to change their own password, they can do this from any 
screen in Relationship Management by selecting Preferences:  

 

On the resulting screen, they can reset their own password: 
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Enable or Disable a User Account 

Introduction 

User accounts are enabled and disabled on the Enabled field of the Edit User screen. 

Edit User view 
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Steps 

Steps to disable a user's account: 

1. If you are not already there, click Users on the Administration Tab to access 
the Users screen. 

2. Double-click an existing user to call up that user's information. 

3. Click the Edit icon ( ) to access the Edit User screen for the selected user. 

4. Modify the Enabled field as desired.  A value of Yes means that the account is 
enabled, while No means that the account is disabled. 

 

5. Click Save to save changes to this user's information. 

6. Return to the Users screen to verify that the changed account is in the desired 
state. 
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Role Administration 

 
 

Introduction 

In this section, you will be creating, managing and updating user roles in Relationship 
Management and assigning them to users.  Roles allow administrators to grant or deny 
access to Relationship Management components to users or groups of users based on their 
specific job functions at an institution. 

Role Administration 

An administrator will be responsible for assigning roles to existing user accounts in 
Relationship Management for the employees who will be performing various tasks in the 
system, so that the employees will have the access they need but will not be able to make 
changes or view data that they shouldn't.  Using roles to do this will allow multiple 
employees with similar job functions to be assigned similar permissions at once. 
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Roles view 
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Create a Role 

Scenario 

A role may be set up for the position of Communications Specialist, so that individuals 
responsible for developing communication objects can have appropriate access within 
Relationship Management, but may not have access to other functions that they do not 
need to use. 

Steps 

Steps to create a new role: 

1. From the Administration Tab, click Roles to access the Roles screen.  This 
screen should list existing roles. 

2. On the Roles toolbar, click New. 

 

3. Enter a name for the role in the Name field, which is required. 

4. Enter a description of the role in the Description field, if desired. 

5. Click Save to save the changes. 
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Exercise 

1. Following the steps above, create a Role for a Communications Specialist 

2. Save the role for later use. 
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Assigning Permissions to a Role 

Scenario 

Your institution recognizes that its Communication Specialists need access to certain 
functions of the Relationship Management solution to complete their responsibilities. 
Consequently, an administrator will need to revise the system permissions that will be 
associated with these new roles. 

Permissions view 
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Steps 

Complete the following steps to assign permissions to a role. 

1. From the Roles view, select and double-click to open a role. 
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2. On the left-hand side, click Permissions to view permissions currently assigned 
to the role. 

 

3. Click the Edit icon ( ) to open the Add and Remove Permissions window. 
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4. Select the permissions you want to add, then click the arrow icon to move the 
selected item(s) to the Selected Permissions area.  

5. If desired, select an existing permission and click the delete icon ( ) to 
remove it. 

6. Click  to add the selected Permission to the role. 
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Exercise 

1. Find your Communication Specialist role. 

2. Following the steps outlined above, open the Communications Specialist role and 
add the following Permissions to the role: 

 

3. Create a new Intern role. 

4. Open the Intern role. Select the Permissions link from the left Navigation Pane to 
edit the permissions associated with this role. 

5. Find the following permissions in the list and add them to the Intern role: 

 

The permission sets in the examples above do not necessarily reflect recommended 
permissions for such roles but instead are samples to illustrate the connection between 
users, roles, and permissions. Each institution should evaluate the responsibilities and 
determine the specific permissions that it would assign to the roles it creates. 
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Assigning Roles to Users 
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Assigning Roles to Users 

Introduction 

The purpose of creating roles is to associate them with users, so that users with similar 
tasks can be managed more easily via giving them similar roles.  Users may have multiple 
roles, and roles may be assigned to multiple users. 

Roles may be assigned to users via either the Role Assignment or the Users views. 

Scenario 

An administrator has created user accounts and roles in Relationship Management, and now 
wishes to assign the roles to the user accounts according to their job functions. 

Role Assignment view 

 



 

© SunGard 2004-2010  Relationship Management 
 Page 31 User Administration  

Steps 

Steps to assign a role to a user via the Roles view: 

1. From the Roles view, double-click a desired role to open it. 

2. On the left-hand side, click Role Assignments to view users associated with 
the role. 

3. Click Create New Role Assignment to select a user to assign to this role. 

 

4. Select a user from the list to which this role should be assigned. 

5. If desired, use the Effective From and Effective To fields to select effective 
dates for this user-role combination. 

6. Click Save to apply the changes 

 



 

© SunGard 2004-2010  Relationship Management 
 Page 32 User Administration  

Users view 

The previous steps assigned a role to a user via the Roles screen.  Now a user will be 
assigned a role via the Users screen. 
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Steps 

Steps to assigning a role to a user via the Users screen: 

1. From the Administration Tab, select Users. 

2. Double-click an existing user to view that user's information. 

3. Click Role Assignments on the left-hand side to view roles associated with the 
selected user. 
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4. Click Add Role Assignment to view available roles for this user. 

 

5. Select a role to be applied to the current user. 

6. If desired, enter effective dates for the role in the Effective From and 
Effective To fields. 

7. Click Save to apply the changes. 
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Delete a User 

Introduction 

Users may be deleted from their individual User Overview window. 

User Overview view 
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Steps 

Steps to delete a user account: 

1. If you are not already there, click Users on the Administration Tab to access 
the Users screen. 

2. Double-click an existing user to call up that user's information. 

3. On the Users toolbar, click Delete. 

 

4. You will be prompted to confirm the deletion.  Click Yes to confirm the deletion. 
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Delete a Role 

Introduction 

Administrators can delete roles from the system that are not currently associated with users.  
If a role is associated with one or more users, trying to delete it will fail, so as to not leave 
the user(s) without a role. 

Roles view 
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Steps 

Steps to delete a role from the system: 

1. Double-click a role from the Roles view to open the Role Overview view. 

 

2. On the Role toolbar, click Delete. 

3. If the role is not associated with a user, the role will be deleted.   
 
If the role is associated with a user, an error message should appear informing 
you of that fact. 
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Appendix - Delivered Users and 
Roles 
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Delivered Users and Roles 

Delivered Users 

The following users are delivered as part of the Relationship Management Seed Data: 

• Admin 

• Campaignuser 

• Communicationsuser 

• Expressionsuser 

• Funnelsuser 

• Populationsuser 

• Profilereader 

• Profileuser 

• Readonlyuser 

• Recruiter 

• Rulesuser 

• Useradmin 
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Delivered Roles 

• Admin 

• Recruiter 

• Read-Only 

• Campaigns 

• Communications 

• Expressions 

• Funnels 

• Populations 

• Profile Edit 

• Profile Read Only 

• Rules 

• Base User 

• User Admin 

For full details of the permissions that are associated with each of these Roles, please refer 
to the Relationship Management Administration Guide, Chapter 8.  
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